Please edit the following text / delete as appropriate. Feel free to cut and paste into your school logo/letterhead and share with parents in any way, but please don’t add in the names of specific challenges – that will lead to more publicity and scaring. See [scare.lgfl.net](https://scare.lgfl.net) for the rationale behind this, or get in touch – [safeguarding@lgfl.net](mailto:safeguarding@lgfl.net). Once the yellow bits are gone it should fit on 1 page.

28 February 2019

Dear parent/carer,

**Seeing and sharing scary things online**

Keeping children safe is a top priority at [ your school name ], whether on school premises or beyond, and this of course extends to the online world (although actually our online and offline lives are so blurred that it’s not always helpful to use this distinction).

Online safety or digital resilience is a whole-school effort: it is embedded throughout the curriculum, explicitly in subjects like PSHE [ change to RSE or RSE or Health Education if you already use these terms ] and Computing, but also taught in all subjects and topics throughout the year (we use the ‘[Education for a Connected World](https://www.gov.uk/government/publications/education-for-a-connected-world)’ framework from UKCIS). [ delete if not true, or have a look! ] And of course, it is very much part of our safeguarding focus given the real risks and dangers which exist online.

In all we do, however, we like to focus on the positives of the online world. We recognise that technology is here to stay and pupils at our school live, love and learn through their tech.

If you want to find out more about the realities of life online for young people, which includes a lot about the risks, you may wish to read the results of a survey of 40,000 UK schoolchildren at [hopesandstreams.lgfl.net](https://hopesandstreams.lgfl.net).

What we would like to encourage you to do, though, is to talk to your children about what they get up to online. The survey showed us that they want to talk to you and trust your life experience and advice, so it doesn’t matter if you’ve ever played their games, heard of their apps or got a virtual reality headset!

Please take time to talk to them over the next few weeks about what they do on their devices and with whom, what they love, and what worries them. Why not get them to show or teach you how to use one of their apps, sites or games? The key thing is to stay positive, be real about the risks and make sure they know who they can talk to if they are unsure.

There are plenty of things to be aware of online, but if you are warning them about risks and dangers, please don’t show them scary images or tell them the names of ‘bad apps’ (all apps can be good or bad) or challenges/dares to avoid. If you do, that can scare them even more or encourage them to go and google it later!

Here are a few links that may be helpful for you:

* [apps.lgfl.net](https://apps.lgfl.net)
* [screentime.lgfl.net](https://screentime.lgfl.net)
* [parentsafe.lgfl.net](https://parentsafe.lgfl.net)

[ OR alternatively, replace the previous paragraph with the next one ] Don’t use this though if you haven’t had contacts or major playground chatter about this week’s media stories, or you risk starting it when people go to look for it. If just a few contacts about it, you could to send this bit just to the relevant people for the same reasons ]

In the past week there have been many press stories about a particular nasty challenge circulating with a scary image on social media. These stories are based on an urban myth / hoax which circulates every few months. Whether that is the case or not, please do not show any scary images from the newspapers to your children in order to talk about it, and do not mention the challenge by name. Instead, as above, talk about what to do if they see something scary or someone dares them to do something stupid or dangerous; ask them if they would tell someone and who; make sure they know never to forward these things to their classmates.

Let’s work together to avoid unnecessary sleepless nights.

Kind regards,